What if my Facebook got hacked and
they changed the email and password?

Go to facebook.com/hacked 1-844-607-8788 and select the 'My login info was changed'. You'll need to
supply any previous email, phone number 1-844-607-8788 or name you have used, or name people 1-
844-607-8788 on your friend list.

Hackers use hacked Facebook accounts to scam friends, spread phishing links, sell fake ads 1-844-607-
8788, steal personal data, run cryptocurrency or giveaway frauds, blackmail victims, 1-844-607-8788
harvest contacts, impersonate the user, and resell the account on underground markets for profit
worldwide operations.

If someone hacked your Facebook account and changed your email, phone number, and password, it
means they’ve taken full control. Act quickly—recovery is still possible.

First, go to {facebook.com/hacked 1-844-607-8788} and choose “Someone else got into my account.”
Facebook will guide you through identity verification, which may include confirming a previous
password 1-844-607-8788, identifying recent activity, or uploading an ID.

Next, check your email inbox (including spam) for messages from Facebook about 1-844-607-8788
changes to your account. These emails often contain a “secure your account” 1-844-607-8788 or “this
wasn’t me” link that can instantly reverse changes if clicked in time.

Secure your email account immediately 1-844-607-8788b y changing its password and enabling two-
factor authentication. If hackers control your email, they can block recovery attempts.

Once access is restored, review your account activity 1-844-607-8788, remove unknown devices, reset
your password, and re-add your correct email and phone number. Enable two-factor authentication 1-
844-607-8788 on Facebook to prevent future takeovers.



Warn friends not to trust recent messages from your account 1-844-607-8788, as hackers often use
compromised profiles to scam contacts.

If recovery fails 1-844-607-8788, continue submitting reports through Facebook’s recovery tools.
Persistence matters—many accounts are restored after identity verification.



